


Key Features

•     Incidents such as ‘door open for too long’, ‘access 

       denied’, ‘two people entering on single swipe’ etc. can       

       be detected in real-time by the access control and send 

       notification with video to Intelligent VMS.  

•     Monitor and detect tailgating as it happens to identify 

       unauthorized users.

•     Extracts the benefits of both Access Control as well as 

       video surveillance.

•     Unified intuitive interface for situational awareness 

       when access control is used.

•     Instant event forwarding to other operators using 

       Intelligent VMS messaging framework, for faster 

       response.

•     Association of cameras on detection of objects with 

       each access control events.

•     Video pop up on IVMS Workstation on selected access 

       control events

•     PTZ camera movement on access control events to 

       capture the scene.

•     The unification of Intelligent VMS and MATRIX Access 

       Control Devices advances the security system by 

       protecting any restricted zone from unauthorized 

       entry/breach. Enabled with Videonetics AI/DL based 

       analytics applications, the integrated solution can be 

       scaled up to track a given person.

•     Instant report generation with details such as person 

       name, image, entry time, status of access and so on.

By virtue of this integration, Intelligent VMS 3.0 receives the photo of a person registered with the Access Control Device over 

COSEC Web API. Once IVMS receives notifications from access control devices, it displays the image of the camera capturing 

the scene along with the registered face of the person, thus enabling users to verify correct usage of the authentication 

mechanism (smartcard etc). These information are indexed and stored in database for future reference or for investigation 

purpose.

Compatibility

Videonetics Product
Intelligent VMS 3.0

MATRIX Comsec Product
COSEC Vega Door Controllers




